**СОВЕТ ДЕПУТАТОВ ДУБРОВСКОГО СЕЛЬСКОГО ПОСЕЛЕНИЯ**

**КРАСНОАРМЕЙСКОГО МУНИЦИПАЛЬНОГО РАЙОНА**

**ЧЕЛЯБИНСКОЙ ОБЛАСТИ**

РЕШЕНИЕ

|  |  |
| --- | --- |
| от 16.05.2018 г. № 11  п. Дубровка  Об обеспечении должностных лиц  Совета депутатов  Дубровского сельского поселения электронными подписями |  |

В соответствии с пунктом 1 статьи 182 Гражданского кодекса Российской Федерации, частью 9, пунктом 8 части 10 статьи 35 Федерального закона от 06.10.2003 г. № 131-ФЗ «Об общих принципах организации местного самоуправления в Российской Федерации», подпунктом 8 пункта 1 статьи 18, подпунктом 1 пункта 2 статьи 25 Устава Дубровского сельского поселения, Совет депутатов Дубровского сельского поселения

РЕШАЕТ:

1. Поручить главе Дубровского сельского поселения заключить от имени Администрации Дубровского сельского поселения, но в интересах Совета депутатов Дубровского сельского поселения, с удостоверяющим центром, отобранным в соответствии с законодательством Российской Федерации о контрактной системе в сфере поставок товаров, выполнения работ и оказания услуг для государственных и муниципальных нужд, муниципальный контракт на оказание услуг по созданию и выдаче ключа электронной подписи, ключа проверки электронной подписи, изготовлению квалифицированного сертификата ключа проверки электронной подписи.

2. Утвердить прилагаемые Требования к условиям заключаемого муниципального контракта.

3. Для выполнения настоящего решения предоставить главе Дубровского сельского поселения следующие полномочия:

– самостоятельно определить условия такого муниципального контракта в соответствии с требованиями, утверждёнными настоящим Решением, заполнить и подписать все необходимые заявления, акты об оказании услуг, товарные накладные и иные необходимые документы, заключать в течение срока действия настоящей доверенности дополнительные соглашения к такому муниципальному контракту, расторгать такой муниципальный контракт в соответствии с действующим законодательством;

– получить у полномочных представителей Совета депутатов и предоставить в удостоверяющий центр документы, необходимые для изготовления квалифицированного сертификата ключа проверки электронной подписи полномочного представителя Совета депутатов;

– произвести оплату услуг удостоверяющего центра в соответствии с условиями муниципального контракта;

– получить носители ключевых пар, содержащих ключи электронных подписей, ключи проверки электронных подписей, квалифицированных сертификатов ключей проверки электронных подписей полномочных представителей Совета депутатов;

– пройти специальную подготовку по обучению работе со средствами криптографической защиты информации, сдать зачет комиссии, расписаться в заключении о специальной подготовке пользователя к работе со средствами криптографической защиты информации, проинформировать полномочных представителей Совета депутатов о правилах работы со средствами криптографической защиты информации.

4. Обязать главу Дубровского сельского поселения передать носители с записанными ключевыми парами и подписанные сертификаты ключей проверки электронных подписей полномочным представителям Совета депутатов (владельцам сертификатов ключей проверки электронных подписей) в течение трёх рабочих дней с момента их приёмки в соответствии с условиями муниципального контракта.

5. Настоящее решение вступает в силу с момента подписания.

Председатель Совета депутатов

Дубровского сельского поселения Ю.Ф. Зияитдинова

Утверждены решением

Совета депутатов

Дубровского сельского поселением

от 16.05.2018 г. № 11

ТРЕБОВАНИЯ  
к муниципальному контракту на оказание услуг

по созданию и выдаче ключа электронной подписи,

ключа проверки электронной подписи,

изготовлению квалифицированного сертификата ключа проверки электронной подписи, заключаемому в интересах

Совета депутатов Дубровского сельского поселения

1. Предметом муниципального контракта, заключаемого главой Дубровского сельского поселения с удостоверяющим центром на основании настоящих Требований, является оказание удостоверяющим центром услуг по созданию и выдаче ключей электронных подписей, ключей проверки электронных подписей, выпуск квалифицированных сертификатов ключей проверки электронных подписей для нужд Совета депутатов Дубровского сельского поселения в соответствии с требованиями Федерального закона от 06.04.2011 года № 63-ФЗ «Об электронной подписи», поставка сертифицированных USB-носителей.

2. Владельцы и область применения квалифицированных сертификатов ключей проверки электронных подписей:

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **№ п/п** | **Должность владельца электронной подписи** | **Фамилия, имя и отчество должностного лица Совета депутатов – владельца электронной подписи** | **Область применения электронной подписи** | **Кол-во,**  **ед.** | **Дата начала использования (активации) сертификата ключа** |
| 2.1. | Председатель Совета депутатов Дубровского сельского поселения | Зияитдинова  Юлия  Файзулловна | АЦК-Финансы | 1 |  |

3. Срок действия сертификатов ключей: не менее 1 года с даты активации.

4. Электронные подписи (ЭП), создаваемые в соответствии с настоящими Требованиями, должны:

4.1. соответствовать требованиям Федерального закона от 06.04.2011 года № 63-ФЗ «Об электронной подписи» в части требований к квалифицированной ЭП;

4.2. соответствовать требованиям приказа ФСБ России № 795 от 27 декабря 2011 года «Об утверждении требований к форме квалифицированного сертификата ключа проверки электронной подписи»;

4.3. соответствовать криптографическим алгоритмам, определенных стандартами ГОСТ Р 34.10-2001 и Р 34.10-94 «Информационная технология. Криптографическая информация. Процессы формирования и проверки электронной цифровой подписи» и ГОСТ Р 34.11-94 «Информационная технология. Криптографическая информация. Функции хэширования»;

4.4. быть выпущены Удостоверяющим центром, аккредитованным Минкомсвязью России в соответствии с требованиями Федерального закона от 06.04.2011 года № 63-ФЗ «Об электронной подписи»;

4.5. размещаться на сертифицированном USB-носителе;

4.6. соответствовать используемому для формирования криптографических ключей электронной цифровой подписи сертифицированное средство криптографической защиты информации — «КриптоПро CSP» версии 3.6.

5. Удостоверяющий центр должен быть аккредитован в соответствии с требованиями нормативных актов Министерства связи и массовых коммуникаций Российской Федерации об аккредитации удостоверяющих центров.

6. Удостоверяющий центр должен гарантировать конфиденциальность хранимой, обрабатываемой и передаваемой по открытым каналам связи информации при условии использования сертификатов для шифрования, а также уникальность и защиту создаваемых электронных подписей пользователей.